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9/5/12

Instruction BP 6163.4 (b)

STUDENT USE OF TECHNOLOGY

to address the safety and security of students and student information when using email, chat
rooms, and other forms of direct electronic communication, and other social networking sites
deemed appropriate.

Before using the district's technological resources, each student and his/her parent/guardian shall
sign and return an Acceptable Use Agreement specifying user obligations and responsibilities. In
that agreement, the student and his/her parent/guardian shall agree to not hold the district or any
district staff responsible for the failure of any technology protection measures, violations of
copyright restrictions, or users' mistakes or negligence. They shall also agree to indemnify and
hold harmless the district and district personnel for any damages or costs incurred.

(cf. 6162.6 - Use of Copyrighted Materials)

Staff shall supervise students while they are using online services and may ask teacher aides,
student aides, and volunteers to assist in this supervision.

If a disruption occurs, or a student uses any mobile communications device for improper
activities, a school employee shall direct the student to turn off the device and/or shall confiscate
it. If a school employee finds it necessary to confiscate a device, he/she shall return it at the end
of the class period or school day.

A student who violates this policy may be prohibited from possessing a mobile communications
device at school or school-related events and/or may be subject to discipline in accordance with
Board policy and administrative regulation.

Use of Student Personal Technology Devices for Online Services/Internet Access

The Superintendent or designee shall ensure that all students will have the opportunity to bring
their own personal technology devices for academic use. Students using their own laptops must
have current anti-virus software installed before accessing district resources.

The Superintendent or designee shall ensure that all will have access to the district's electronic
communications system for educational purposes. The electronic communications system is
defined as the district's network, servers, computers, mobile devices, peripherals, applications,
databases, online resources, Internet access, email, and any other technology designated for
use by students.

It will be each student's responsibility to follow the rules for appropriate and responsible use.
Access to the district’s network is a privilege and administrators and faculty may review files
and messages to maintain system integrity and ensure that users are acting responsibly. The
district is not responsible for technology devices that are brought to school from home by
students or faculty members.

163



9/5/12

Instruction BP 6163.4 (¢)

STUDENT USE OF TECHNOLOGY
Bullying/Cyber-bullying/Cyber-harassment

Harassment of students or staff, including bullying, intimidation, cyber-bullying, cyber-
harassment hazing or initiation activity, ridicule, extortion, or any other verbal, written, or
physical conduct that causes or threatens to cause bodily harm or emotional suffering is
prohibited.

Cyber-bullying and cyber-harassment includes the posting of harassing messages, direct threats,
social cruelty, or other harmful text or images on the Internet, social networking sites, or other
digital technologies, as well as breaking into another person’s account and assuming that person's
identity in order to damage that person's reputation or friendships.

(cf 5145.3 - Nondiscrimination/Harassment)
(cf. 5145.7 - Sexual Harassment)
(cf 5145.9 - Hate-Motivated Behavior)

Legal Reference:
EDUCATION CODE
51006 Computer education and resources
51007 Programs to strengthen technological skills
51870-51874 Education technology
60044 Prohibited instructional materials
PENAL CODE
313 Harmful matter
502 Computer crimes, remedies
632 Eavesdropping on or recording confidential communications
UNITED STATES CODE, TITLE 20
6751-6777 Enhancing Education Through Technology Act, Title II, Part D, especially:
6777 Internet safety
UNITED STATES CODE, TITLE 47
254 Universal service discounts (E-rate)
CODE OF FEDERAL REGULATIONS, TITLE 16
312.1-312.12 Children's online privacy protection
CODE OF FEDERAL REGULATIONS, TITLE 47
54.520 Internet safety policy and technology protection measures, E-rate discounts

Management Resources:
CSBA PUBLICATIONS
Cyberbullying: Policy Considerations for Boards, Governance and Policy Services Policy Brief,
July 2007
CALIFORNIA DEPARTMENT OF EDUCATION PUBLICATIONS
K-12 Network Technology Planning Guide: Building the Future, 1995
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9/5/12

Instruction BP 6163.4 (d)

STUDENT USE OF TECHNOLOGY

CALIFORNIA DEPARTMENT OF EDUCATION PROGRAM ADVISORIES

1223.94 Acceptable Use of Electronic Information Resources

MY SPACE.COM PUBLICATIONS

The Official School Administrator's Guide to Understanding MySpace and Resolving Social
Networking Issues

WEB SITES

CSBA: http://www.csba.org

American Library Association: http://www.ala.org

California Codlition for Children's Internet Safety: hitp://www.ybersafety.ca.gov
California Department of Education: http.//www.cde.ca.gov

Center for Safe and Responsible Internet Use: http.//csriu.org and hitp.//cyberbully.org
Federal Communications Commission: http://www.fcc.gov

U.S. Department of Education: http.//www.ed.gov

Web Wise Kids: http://www.webwisekids.org

ANTELOPE VALLEY UNION HIGH SCHOOL DISTRICT

Policy adopted: October 18, 1995 Lancaster, California
Policy revised: January 15, 1997; July 12, 2000; January 16, 2002; April 16, 2008;
September 5, 2012
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9/5/12

Instruction AR 6163.4 (a)

STUDENT USE OF TECHNOLOGY

The principal or designee shall oversee the maintenance of each school's technological resources
and may establish guidelines and limits on their use. He/she shall ensure that all students using
these resources receive training in their proper and appropriate use.

(cf. 0440 - District Technology Plan)

(cf. 4040 - Employee Use of Technology)
(cf. 4131- Staff Development)

(cf. 4231 - Staff Development)

(cf. 4331 - Staff Development)

Online/Internet Services: User Obligations and Responsibilities

Students are authorized to use district or personal technology devices equipment to access the
Internet or other online services in accordance with Board policy, the user obligations and
responsibilities specified below, and the district's Acceptable Use Agreement.

1. The student in whose name an online services account is issued is responsible for its
proper use at all times. Students shall keep personal account numbers, home addresses,
and all telephone numbers private. They shall only use the account to which they have
been assigned.

2. Students are responsible at all times for their use of the District's electronic
communication system and must assume personal responsibility to behave ethically
and responsibly

3 Students shall use the district's system safely, responsibly, and primarily for educational
purposes. Students must have teacher approval for classroom use of personal devices.
Students must use the district’s filtered wireless network during the school day on
personal electronic devices.

4. Students shall not access, post, submit, publish, or display harmful or inappropriate
matter that is threatening, obscene, disruptive, or sexually explicit, or that could be
construed as harassment or disparagement of others based on their race/ethnicity, national
origin, sex, gender, sexual orientation, age, disability, religion, or political beliefs.

(cf 5145.3 - Nondiscrimination/Harassment)
(cf. 5145.7 - Sexual Harassment)
(cf. 5145.9 - Hate-Motivated Behavior)

Harmful matter includes matter, taken as a whole, which to the average person, applying
contemporary statewide standards, appeals to the prurient interest and is matter which
depicts or describes, in a patently offensive way, sexual conduct and which lacks serious
literary, artistic, political, or scientific value for minors. (Penal Code 313)
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9/5/12

Instruction AR 6163.4 (b)
STUDENT USE OF TECHNOLOGY

5. Unless otherwise instructed by school personnel, students shall not disclose, use, or
disseminate personal identification information about themselves or others when using
email, chat rooms, or other forms of direct electronic communication. Students shall not
disclose such information by other means to individuals contacted through the Internet
without the permission of their parents/guardians. Personal information includes the
student's name, address, telephone number, Social Security number, or other individually
identifiable information.

6. Students shall not use the system to encourage the use of drugs, alcohol, or tobacco, nor
shall they promote unethical practices or any activity prohibited by law, Board policy, or
administrative regulations.

(cf 3513.3 - Tobacco-Free Schools)

7. Students shall not use the system to engage in commercial or other for-profit activities.
8. Students shall not use the system to threaten, intimidate, harass, or ridicule other students
or staff.

(cf 5131 - Conduct)

9. Copyrighted material shall be posted online only in accordance with applicable copyright
laws. Any materials utilized for research projects should be given proper credit as with
any other printed source of information. Copyrighted material shall include but is not
limited to music, software and games.

(cf. 5131.9 - Academic Honesty)
(cf 6162.6 - Use of Copyrighted Materials)

10. Students shall not intentionally upload, download, or create computer viruses and/or
maliciously attempt to harm or destroy district equipment or materials or manipulate the
data of any other user, including so-called "hacking."

(cf. 5131.5 - Vandalism, Theft and Graffiti)

11. Students shall not attempt to interfere with other users' ability to send or receive email,
nor shall they attempt to read, delete, copy, modify, or use another individual's identity.

12.  Students shall report any security problem or misuse of the services to the teacher or
principal. The district may review files and communications to maintain system
integrity and insure that users are using the system responsibly. Users should not
expect that files stored on district servers will always be private.
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9/5/12

Instruction AR 6163.4 (¢)
STUDENT USE OF TECHNOLOGY
(cf. 5145.12 - Search and Seizure)

The principal or designee may cancel a student's user privileges whenever the student is found to
have violated Board policy, administrative regulation, or the district's Acceptable Use
Agreement. Inappropriate use also may result in disciplinary action and/or legal action in
accordance with law and Board policy.

(cf. 5144 - Discipline)
(cf. 5144.1 - Suspension and Expulsion/Due Process)
(cf 5144.2 - Suspension and Expulsion/Due Process: Students with Disabilities)

ANTELOPE VALLEY UNION HIGH SCHOOL DISTRICT
Regulation approved: October 18, 1995 Lancaster, California
Regulation revised:  January 15, 1997; July 12, 2000; January 16, 2002; April 16, 2008;
September 5, 2012
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Antelope Valley Union High School District

TECHNOLOGY USE AGREEMENT
STUDENT/PARENT/GUARDIAN
CONTRACT FORM

STUDENT

I have read, understand, and will abide by attached Board policy/administrative regulation 6163.4. 1
understand that the Antelope Valley Union High School District will provide me access to technology
resources for educational purposes only. Iagree that I will use this access only for educationally appropriate
purposes only. Internet access is a privilege, not a right. I understand that I do not have a right to privacy in
the District’s technological resources, and that I further understand that any violation of the regulations is
unethical and may constitute a criminal offense. Should I commit any violation, my access privileges may be
revoked, and school disciplinary action and/or appropriate legal action may be taken. I also agree to report any
misuse of the information system to a teacher or school official.

Student Name (Please print.) Student Date of Birth
Student Signature Date

School Location Grade

PARENT OR GUARDIAN

As the parent or guardian of this student, I have read and understand attached Board policy/administrative
Regulation 6163.4. Iunderstand that this access is designed for educational purposes only. However, I also
recognize that it is impossible for the Antelope Valley Union High School District to restrict access to all
inappropriate materials, and I will not hold the District responsible for materials encountered while my student
is taking advantage of the District’s technological resources. Further, I accept full responsibility for
supervision if and when my child's use of the District’s technological resources when s/he is not in a school
setting. Ihereby certify that the information contained on this form is correct.

Parent Name Parent Signature
Work Phone Number Home Phone Number
Date

169



4/3/13

AVUHSD Exhibit 5144.1

Antelope Valley Union High School District
MINIMUM/MAXIMUM PENALTIES
This exhibit pertaining to minimum/maximum penalties for specified student offenses is provided as a guideline in implementing the

district student conduct/discipline policies.

OFFENSE

LEGAL
REFERENCE

MINIMUM PENALTY
(First Offense or Mild Case)

MAXIMUM PENALTY

(Chronic or Aggravated
Case)

1. FIREARM
*Possessing, selling, or otherwise furnishing a firearm

EC 48900(b)
EC 48915(c)(1)

Recominend for expulsion and referral to law
enforcement agency.

Recomimend for expulsion
and referral to law
enforcement agency

2. BRANDISHING KNIFE
ebrandishing a knife at another person

EC 48900(b)
EC 48915(c)(2)

Recommend for expulsion and referral to Jaw
enforcement agency.

Recommend for expulsion
and referral to law
enforcement agency.

3. SALES CONTROLLED SUBSTANCES
eUnlawful selling or furnishing a controlled substance listed in Chapter
2 (commencing with Section 11053 of Division 10 of the Health and
Safety Code)

EC 48900(c)
EC 48900(p)
EC 48915(c)(3)

Recommend for expulsion and referral to law
enforcement agency

Recommend for expulsion
and referral to law
enforcement agency

4. SEXUAL ASSAULT/SEXUAL BATTERY

EC 48900(n)
EC 48915(c)(4)

Recommend for expulsion and referral to law
enforcement agency.

Recommend for expulsion
and referral to law
enforcement agency.

5. POSSESSION OF EXPLOSIVES

EC 48900(b)
EC 48900(m)
EC 48915(c)(5)

Recommend for expulsion and referral to law
enforcement agency.

Recommend for expulsion
and referral to Jaw
enforcement agency

6. PHYSICAL INJURY: Cause, attempt, threaten
6.1 Assault/battery on school personnel

6.2 Assault/battery on pupils and non-school personnel
6.3 Causing serious injury

6.4 Pupil fights

6.5 False fire alarm

6.6 Inciting pupil unrest

6.7 Hazing

EC 48900(a)
EC 48915(a)(1)(E)
EC 48900(a)(k)
EC 48915(a)(1)(A)
EC 48900(a)(k)
EC 48900(k)

EC 48900(k)

EC 48900(q)

6.1-6.7; Process in accordance with EC 48915,

Referral to Jaw enforcement agency.

Recommend for expulsion
and referral to law
enforcemnent agency

7. WEAPON (knife, other dangerous object)
7.1 P , sale, furnishi

7.2 Firecrackers

7.3 Laser pointer

EC 48900(b)
EC 48915(a)(1)(B)

7.1: One semester alternative placement.
7.1-7.3: Process in accordance with EC 48915
Referral to law enforcement agency.

Recommend for expulsion
and referral to law
enforcement agency.

8. Imitation firearm
sPossessed an imitation firearm; “imitation firearm” means a replica of
a firearm that is so substantially similar in physical properties to an
existing firearm as to lead a reasonable person to conciude that the
replica is a firearm

EC 48900(m)

Process in accordance with EC 48915.
Referral to law enforcement agency.

Recommend for expulsion
and referral to law
enforcement agency.

9, Controlled Substance: Possession, use, under influence
«Alcohol, drug narcotics, hallucinogenic, or controlled substances or
breathing fumes of poisonous substances

EC 48900(c)
EC 48915(a)(1)(C)

Five-day suspension, attendance to drug
diversion program and possible alternative
placement,

Follow the implementation of policy document,
Referral to law enforcement agency.

Recommend for expulsion
and referral to law
enforcement agency.

10, Look-alike controlled substance, etc.

EC 48900(d)

Five-day suspension.

Recomunend for expulsion
and referral to law
enforcement agency

11. Drug paraphernalia
eUnlawfully possessed or unlawfully offered, arranged, or negotiated to
sell any drug paraphernalia, as defined in Section 11014.5 of the Health
and Safety Code

EC 48900(j)

Five-day suspension, attendance to drug
diversion program, and possible alternative
placement.

Follow the implementation of policy document.
Referral to law enforcement agency.

Recommend for expulsion
and referral to law
enforcement agency.

12. Robbery, extortion
*Committed or attempted to commit robbery or extortion

EC 48900(e)
EC 48915(a)(1)(D)

Process in accordance with EC 48915,
Referral to law enforcement agency.

Recommend for expulsion
and referral to law
enforcement agency.

13. Burglary

EC 48900(f)
EC 48900(g)
EC 48900(u)

Process in accordance with EC 48915,
Referral to law enforcement agency

Recommend for expulsion
and referral to law
enforcement agency.

14, Steal property, or attempt
eStolen or attempted to steal school property or private property

EC 48900(g)
EC 48900(u)

Process in accordance with EC 48915
Referral to law enforcement agency

Recommend for expulsion
and referral to law
enforcement agency,
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OFFENSE LEGAL MINIMUM PENALTY MAXIMUM PENALTY
REFERENCE (First Offense or Mild Case) (Chronic or Aggravated
Case)

15. Receive stolen property EC 48900(1) Process in accordance with EC 48915 Recommend for expulsion
*Knowingly received stolen school property or private property EC 48900(u) Referral to law enforcement agency and referral to law

enforcement agency.

16. Damage property EC 48900(f) Process in accordance with EC 48915 Recommend for expulsion
«Caused or attempted to cause damage to school property or private EC 48%00(u) Financial restitution and referral to law
property Referral to law enforcement agency enforcement agency

16.1 Vandalism

16.2 Graffiti

17. Tobacco, possess or use EC 48900(h) Suspension. Recommend for expulsion
«Possessed or used tobacco or any products containing tobacco or Referral to TUPE Coordinator. and referral to law
nicotine products enforcement agency.

18. Obscenity, profanity, or vulgarity EC 48900(i) Progressive discipline. Recommend for expulsion
«Committed an obscene act or engaged in habitual profanity or Warmning, ASW, SW, OCD, and Suspension off and referral to law
vulgarity campus, enforcement agency.

P ion of pornography

19. Disruption or willful defiance EC 48900(k) Progressive discipline. Recommend for expulsion

19.1 Concerted pupil activities Waming, ASW, SW, OCD, and suspension off and referral to law

19.2 Disrespect campus, enforcement agency.

19.3 Disturbing the class

19.4 Forgery

19.5 Gambling

19.6 Loitering on or near campus

19.7 Refusal to obey

19.8 Violation of closed campus

19.9 Inciting pupil unrest

20. Sexual harassment EC 48900.2 Progressive Discipline. Recommend for expulsion

*The conduct described in Section 212.5 Warning, ASW, SW, OCD, and Suspension off and referral to law
campus enforcement agency.

21. Hate violence EC 48900.3 Process in accordance with EC 48915. Recommend for expulsion
*The pupil has caused, attempted to cause, threatened to cause, or Referral to law enforcement agency. and referral to law
participated in an act of hate viol as defined in Section 233 enforcement agency,

22. Harassment or intimidation EC 48500.4 Process in accordance with EC 48915, Recommend for expulsion
*The pupil has intentionally engaged in harassment, threats, or Referral to law enforcement agency. and referral to law
intimidation, directed against a pupil or group of pupils enforcement agency.
*Bullying, cyberbullying EC 48900(r)

23. Harassed, threatened, or intimidated a complaining witness EC 48900(0) Five-day suspension, Recommend for expulsion
and referral to law
enforcement agency.

24. Terrorist threats, school officials property EC 48900.7 Process in accordance with EC 48915 Recommend for expulsion

Referral to law enforcement agency. and referral to law
enforcement agency,

25. Electronic signaling devices (pagers, beepers, cell phones) EC 48901.5 Progressive Discipline, Recommend for expulsion
Waming, ASW, SW, OCD, and Suspension off and referral to law
campus enforcement agency

26. Aiding and abetting EC 48900(t) Suspension Recommend for expulsion
Referral to law enforcement agency. and referral to law
Expulsion only if convicted. enforcement agency

27. Violation of District Dress Policy BP 5136(a)(b) Process in accordance with Board Policy Recommend for expulsion

BP 5132 and referral to law
enforcement agency.

28. Plagiarism, dishonesty in school worl/tests BP 5131 Process in accordance with Board Policy. Recomunend for expulsion
and referral to law
enforcement agency.

29. Violation of district technology use policy or Internet Use Agreement BP 5131 Process in accordance with Board Policy. Recommend for expulsion

BP6163.4 and referral to law

enforcement agency.

Exhibit Approved: November 13, 1990

Exhibit Revised: April 2, 1997; March 1, 2000; February 4, 2004; April 3, 2013
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ANTELOPE VALLEY UNION HIGH SCHOOL
DISTRICT DRESS CODE

(Any student who is in violation of dress code will be asked to change before they enter the
school grounds, or they will be sent home)

1. All students are required to wear appropriate footwear for school (no
slippers or backless shoes/sandals).

2. All shirts and tops must cover the midriff at all times. The following are examples of clothing
that is unacceptable: tank tops, strapless, spaghetti straps, off-the-shoulder, cut-out designs,
low-cut shirts, bare-back, sheer or mesh clothing that does not have an appropriate blouse
or shirt underneath, etc.

3. All pants and shorts must fit at the waist. No sagging or low riding will be permitted.
Clothing must cover undergarments when sitting, standing, or bending.

4. Hemlines and slits on dresses, skirts, and shorts above mid-thigh are not acceptable.
5. Only school hats are acceptable and must be worn with brim forward.

6. Clothing and hair accessories that are unsafe and/or dangerous are not permitted (for
example, hair picks and combs, studded belts, chains, spikes, handcuffs, safety pins,
needles, etc.)

7. Clothing or jewelry that depicts any “gang style” writing; illegal activity; sexually related or
obscene gestures and material; tobacco; drugs; alcohol; or words, pictures, or phrases that
depicts violence or intimidation may not be worn.

8. Any body piercing that presents a safety issue or major distraction will not be allowed.

9. Any clothing or styles of dress that may be construed to provoke fear, violence, or
intimidation, including gang-related attire, is not acceptable.
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GANG DRESS POLICY

1. Pants oversized at the waist are not allowed. These can be identified as pants that are
folded in at the waist or belt line (e.g. students with a 32" waist should wear pants no larger
than 32" waist.)

2. Wearing pants below the waist line (sagging) is not allowed.

3. No gang-related jewelry, insignia, colors, paraphernalia, materials, apparel, clothing or
attire

may be worn or carried on campus or at school activities.
4. Belt buckles with any initials are prohibited.
5. Wearing an over-sized belt with one end hanging down is prohibited.

6. Excessive color identifies worn in the color of red and/or purple, blue and/or green, black
and/or gray, or orange (in combination with other gang attire) are prohibited.

7. be worn on campus or at school activities. Official school cap (l.e., approved by the
principal) representing the current school of residence may be worn,

8. Bandannas, red or blue belts, red or blue shoelaces, or rags that commonly signify gang
identity by style or color are prohibited.

9. Clothing, jewelry, paraphernalia or material which is obscene, sexually explicit or which
depicts or suggests sexually-related or obscene gestures, pictures or wording or which
promotes violence, the use/abuse of drugs, tobacco or alcohol may not be worn or carried
on campus or at school activities.

10.  Shorts extending below the knee when worn with over-the calf socks are prohibited.
No pants can be worn with one leg up and one down.

11.  No student may wear articles of clothing jewelry, paraphernalia or accessories, which
pose a threat to the physical and/or emotional well-being, and safety of the student or
others on campus or at school activities.

12.  Shirts buttoned at the top and unbuttoned at the bottom are prohibited.
13.  Steel-toed combat style boots are prohibited.

14.  Gang or tagger-crew writing on shoes, clothes or body, backpacks or accessories are
not permitted.

15.  Sports jerseys, other than school jerseys, will not be allowed.

16.  Clothing or articles of clothing (including, but not limited to gloves, bandannas,
shoestrings, wristbands, jewelry) which are likely to provoke others to acts of violence or
which are likely to cause others to be intimidated by fear of violence may not be worn on
campus or at any school activities.

No gang-related hats, baseball-type caps or other gang-related head gear may
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A: Board Policies

BP/AR 0410: Non Discrimination in District Programs and Activities
BP/AR 0450: Comprehensive Safety Plan

BP/AR 1250: Visits to Schools

BP/AR 1310.1: Civility Policy

BP/AR 3515.1: Crime Data Reporting

BP/AR 3516: Emergencies and Disaster Preparedness Plan
BP/AR 3516.3: Earthquake Emergency Procedure System
BP/AR 4119.11/4219.11/4319.11: Sexual Harassment

BP/AR 4158/4258/4358: Employee Security

BP/AR 4158.1/4258.1/4358.1: Teacher Notification of Dangerous Students
BP/AR 5113.1: Chronic Absence and Truancy

BP/AR 5131: Conduct

BP/AR 5131.2: Bullying

BP/AR 5132: Dress and Grooming

BPAR 5136: Gangs

BP/AR 5141.4: Child Abuse Reporting Procedures

BP/AR 5145.12: Search and Seizure

BP/AR 5145.7: Sexual Harassment

BP/AR 5145.9 Hate Motivated Behavior

BPAR 6116: Classroom Interruptions

BP/AR 6142.2: Recognition of Religious Beliefs and Customs
BP/AR 6163.4: Student Use of Technology

E 5144.1(a): Minimum/Maximum Penalties Chart

w

School Discipline Policy

Q

School Dress Code Policy

=

. School Site Safety Plan Check List
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School Site Safety Plan Check List

DESCRIPTION OF CALIFORNIA ED CODE ITEM
32282 (a) The comprehensive school safety plan shall include, but not be limited to the following:

IN PLAN

NEEDED

COMMENTS

School Info - Name of School, District, principal, address, phone number, email. Public Meeting Date/Location. Law
Enforcement Review. Mission Statement, Table of Contents

Date reviewed and approved by Site Council. List of committee member's namesttitles: Principal/designee, teacher
rep, classified rep, Parent of attending student, Law Enforcement rep, Student Rep. May include other community
member or other desired member/s.

Assessment of the current status of school crime committed on school campuses and at school-related functions.
California Healthy Kids Survey (CHKS), staff climate wtih student and parent surveys. Student attendance, referrals,
discipline and expulsions. Crime Data. Threat, Risk, Hazard and Vulnerability Assessment.

Identifying appropriate strategies and programs that will provide or maintain a high level of school safety and address
the school's procedures for complying with existing laws related to school safety, which shall include the development
of all of the following :

Child abuse reporting procedures consistent with Article 2.5(commencing with Section 11164) of Title 1 of Part 4 of the Penal
Code. Sexual Harassment Policy. A Discrimination and Harassment policy consistent with the prohibition against discrimination
contained in Chapter 2 (commencing with Section 200) of Part 1. Procedures adopted under the Safe and Drug Free Schools
Act. Hate crime policies and reporting procedures pursuant to Chapter 1.2 (commencing with Section 628) of Title 15 of Part 1 of|
the Penal Code. Bullying prevention Policies and Procedures.

Disaster procedures, routine and emergency, including adaptations for pupils with disabilities in accordance with
the Americans with Disabilities Act of 1990 (42 U.S.C. Sec. 12101 et seq.). The disaster procedures shall also
include, but not be limited to both of the following :

Establishing an earthquake emergency procedure system in every public school building having an occupant capacity of 50
or more pupils or more than one classroom. A district or county office may work with the California Emergency Management
Agency and the Seismic Safety Commission to develop and establish the earthquake emergency procedure system. The
system shall include, but not be limited to, all of the following:

A school building disaster plan, ready for implementation at any time, for maintaining the safety and care of pupils
and staff. A drop procedure whereby each pupil and staff member takes cover under a table or desk, dropping to his or
her knees, with the head protected by the arms, and the back to the windows. A drop procedure practice shall be held at
least once each school quarter in elementary schools and at least once a semester in secondary schools

Protective measures to be taken before, during, and following an earthquake. A program to ensure that pupils and both
the certificated and classified staff are aware of, and properly trained in, the earthquake emergency procedure system.

10

Establishing a procedure to allow a public agency, including the American Red Cross, to use school buildings, grounds, and
equipment for mass care and welfare shelfers during disasters or other emergencies affecting the public health and welfare. The
district or county office shall cooperate with the public agency in furnishing and maintaining the services as the district or county
office may deem necessary to meet the needs of the community.

NAANENESEIN AR

Continues on Reverse
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School Site Safety Plan Check List

DESCRIPTION OF CALIFORNIA ED CODE ITEM
32282 (a) The comprehensive school safety plan shall include, but not be limited to the following:

IN PLAN

NEEDED

COMMENTS

1

Policies pursuant to subdivision (d) of Section 48915 for pupils who committed an act listed in subdivision (c) of Section
48915 and other school-designated serious acts which would lead to suspension, expulsion, or mandatory
expulsion recommendations pursuant to Article 1 (commencing with Section 48800) of Chapter 6 of Part 27.

12

Procedures to notify teachers of dangerous pupils pursuant to Section 49079.

The provisions of any schoolwide dress code, pursuant to Section 35183, that prohibits pupils from wearing "gang-related
apparel,” if the school has adopted that type of a dress code. For those purposes, the comprehensive school safety plan shall
define "gang-related apparel." The definition shall be limited to apparel that, if worn or displayed on a school campus, reasonably
could be determined to threaten the health and safety of the school environment. Any schoolwide dress code established
pursuant to this section and Section 35183 shall be enforced on the school campus and at any school-sponsored activity by the
principal of the school or the person designated by the principal. For the purposes of this paragraph, "gang-related apparel" shall
not be considered a protected form of speech pursuant to Section 48950.

14

Procedures for safe ingress and egress of pupils, parents, and school employees to and from school.

15

A safe and orderly environment conducive to learning at the school. Including the social climate (people and
programs) AND the physical environment (place).

The rules and procedures on school discipline adopted pursuant to Sections 35291 and 35291.5.
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17

Grants to assist schools in implementing their comprehensive school safety plan shall be made available through the
partnership as authorized by Section 32285.

18

The comprehensive school safety plan may be evaluated and amended, as needed, by the school safety planning
committee, but shall be evaluated at least once a year, to ensure that the comprehensive school safety plan is properly
implemented. An updated file of all safety-related plans and materials shall be readily available for inspection by
the public. All Site Plans may be viewed by the public at the AVUHSD website. www.avdistrict.or

19

Each school shall adopt its comprehensive school safety plan by March 1, 2000, and shall review and update its plan
by March 1, every year thereafter. AVUHSD Board of Trustees will approve plans prior to March 1. See agenda
approval date at https://www.boarddocs.com/ca/avuhsd/Board.nsf).

20

Commencing in July 2000, and every July thereafter, each school shall report on the status of its school safety plan,
including a description of its key elements in the annual school accountability report card prepared pursuant to
Sections 33126 and 35256

21

Completed Checklist and a Copy of the full California Ed Code Section re: Schooi Site Safety Plan

LIS IS SN S

Principal Approved:
Date:
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